(Facility Name) Emergency Operations Plan

Annex H: Glossary
Action plans: Written or verbal plans that reflect the overall incident goal (control objectives) and incident strategy, objectives for the designated operational period, specific tactical actions and assignments, and supporting information for the designated operational period. They provide designated personnel with knowledge of the objectives to be achieved and the strategy and steps to be used for achievement, hence improving coordination across different levels of government and intrastate jurisdictional borders. Actions plans not only provide direction, but also provide a metric for measuring achievement of objectives and overall system performance. (Adapted from SEMS)

Activate (emergency management definition): To begin the process of mobilizing a response team, or to set in motion an emergency response or recovery plan, process, or procedure for an exercise or for an actual hazard incident. 

Activation: A notification category that provides urgent information about an unusual occurrence or threat of occurrence, and orders or recommends that the notified entity activate its emergency response (usually via its emergency operations plan). An activation may be partial (stipulating the components of the EOP to activate, or some other indication of the level of commitment to be made by the notified entity) or full (stipulating full activation of the notified entity’s EOP). It usually includes actionable information directing the notified entity on initial actions for mobilization, deployment, and/or response (See “alert” and “advisory” for contrast between the other notification categories).

Advisory: A notification category that provides urgent information about an unusual occurrence or threat of an occurrence, but no activation of the notified entity is ordered or expected at that time. An advisory can be used for notification that something has occurred or is anticipated, and provide actionable information for notified personnel even though the response entity is not being activated. For example, a weather advisory that includes recommended actions for individuals. (See “alert” and “activation” for contrast between the other notification categories.) 

After Action Report (AAR): The document that describes the incident response and findings related to system response performance (see AAR process). 

After Action Report (AAR) process: A focused, post-incident or post-exercise activity to capture objective observations, both positive as well as negative, related to response system performance. Its product is commonly referred to as “lessons learned,” but a comprehensive process goes beyond the collection of “lessons learned” to accomplish objective improvements in procedures, assignments, equipment, training, and personnel to attain true organizational learning. This term “AAR process” is used to describe the activity related to developing and conducting the After-Action Review, including meetings and documentation review and developing the after action report.

Agency: A division of government with a specific function offering a particular kind of assistance. In ICS, agencies are defined either as jurisdictional (having statutory responsibility for incident management) or as assisting or cooperating (providing resources or other assistance).

Agency Representative: A person assigned by a primary, assisting, or cooperating Federal, State, local, or tribal government agency or private entity that has been delegated authority to make decisions affecting that agency's or organization's participation in incident management activities following appropriate consultation with the leadership of that agency. (NIMS) 

Alert: A notification category between “advisory” and “activation” that provides urgent information and indicates that system action may be necessary. An alert can be used for initial notification that incident activation is likely, and for ongoing notification throughout an incident to convey incident information and directed or recommended actions (see “advisory” and “activation” for contrast between the other notification categories). 

All-hazards: A descriptor that denotes a specific strategy for managing activities in an emergency management program. Throughout the four phases of EM, management structure, processes and procedures are developed so they are applicable to every significant identified hazard. The remaining hazard specific interventions are layered on top of the basic components as indicated and presented through “incident” annexes in the emergency operations plan (EOP). For example, the procedures for notifying appropriate personnel during EOP activation would use the same process across all hazard types, even though the types of personnel notified and mobilized may vary by hazard.

American Red Cross: The American Red Cross is a humanitarian organization, led by volunteers, that provides relief to victims of disasters and helps people prevent, prepare for, and respond to emergencies. It does this through services that are consistent with its Congressional Charter and the Principles of the International Red Cross Movement. (FEMA State and Local Guide 101)

Approach, All-Hazards: A strategy (see “All-hazards) that addresses the commonalities of incident identification, assessment, and response to natural, technological, and intentional hazards. It provides a common emergency operations plan for use in response to and recovery from all emergencies and disasters.

Area Command (Unified Area Command): An organization established (1) to oversee the management of multiple incidents that are each being handled by an ICS organization or (2) to oversee the management of large or multiple incidents to which several Incident Management Teams have been assigned. Area Command has the responsibility to set overall strategy and priorities, allocate critical resources according to priorities, ensure that incidents are properly managed, and ensure that objectives are met and strategies followed. Area Command becomes Unified Area Command when incidents are multi-jurisdictional. Area Command may be established at an emergency operations center facility or at some location other than an incident command post. (NIMS)

Assessment: The evaluation and interpretation of measurements and other information to provide a basis for decision-making.

Assignments: Tasks given to resources to perform within a given operational period and are based on operational objectives defined in the IAP.

Assistant: Title for subordinates of principal Command Staff positions. The title indicates a level of technical capability, qualifications, and responsibility subordinate to the primary positions. Assistants may also be assigned to unit leaders.

Assumptions (management definition): Statements of conditions accepted as true and that have influence over the development of a system. In emergency management, assumptions provide context, requirements and situational realities that must be addressed in system planning and development, and/or system operations. When these assumptions are extended to specific operations, they may require re-validation for the specific incident.
Available Resources: Resources assigned to an incident, checked in, and available for a mission assignment, normally located in a Staging Area.

Branch: The organizational level having functional or geographical responsibility for major aspects of incident operations. A branch is organizationally situated between the section and the division or group in the Operations Section, and between the section and units in the Logistics Section. Branches are identified by the use of Roman numerals or by functional area.

Business Continuity Program: An ongoing process supported by senior management and funded to ensure that the necessary steps are taken to identify the impact of potential losses, maintain viable recovery strategies and recovery plans, and ensure continuity of services through personnel training, plan testing and maintenance. (NFPA 1600, 2004)

Capability, Surge: The ability to manage patients requiring unusual or very specialized medical evaluation and care. Surge requirements span the range of specialized medical and health services (expertise, information, procedures, equipment, or personnel) that are not normally available at the location where they are needed (e.g., pediatric care provided at non-pediatric facilities or burn care services at a non-burn center). Surge capability also includes patient problems that require special intervention to protect medical providers, other patients, and the integrity of the medical care facility. 

Capacity, Surge: The ability to evaluate and care for a markedly increased volume of patients—one that challenges or exceeds normal operating capacity. The surge requirements may extend beyond direct patient care to include such tasks as extensive laboratory studies or epidemiological investigations. 

Case: A person in the population identified as having a particular disease, health disorder, or condition under investigation (HHS)

Casualty: Any human accessing health or medical services, including mental health services and me

Chain of Command: A series of command, control, executive, or management positions in hierarchical order of authority.

Chief: The ICS title for individuals responsible for management of functional sections: Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established as a separate section).

Chief Executive Officer: A common title for the senior-most decision maker (other than a board of directors or equivalent) in private and non-governmental organizations.

Command: The act of directing, ordering, or controlling by virtue of explicit statutory, regulatory, or delegated authority.

Command Staff: In an incident management organization, the Command Staff consists of the Incident Command and the special staff positions of Public Information Officer, Safety Officer, Liaison Officer, and other positions as required, who report directly to the Incident Commander. They may have an assistant or assistants, as needed.

Communications: A focused process that is a narrow but vital component of Information Management, referring only to the method(s) of conveying information.

Communications Unit: An organizational unit in the Logistics Section responsible for providing communication services at an incident or an EOC. A Communications Unit may also be a facility (e.g., a trailer or mobile van) used to support an Incident Communications Center.

Community: A political entity that has the authority to adopt and enforce laws and ordinances for the area under its jurisdiction. In most cases, the community is an incorporated town, city, township, village, or unincorporated area of a county. However, each State defines its own political subdivisions and forms of government. (FEMA State and Local Guide 101) 

Concept of Operations: A description of how components of a system operate in a coordinated manner through successive stages of a response and recovery. 

Contamination: The undesirable deposition of a chemical, biological, or radiological material on the surface of structures, areas, objects, or people. (FEMA State and Local Guide 101) 

Credentialing: Credentialing involves providing documentation that can authenticate and verify the certification and identity of designated incident command staff and emergency responders. This system helps ensure that personnel representing various jurisdictional levels and functional disciplines possess a minimum common level of training, currency, experience, physical and medical fitness, and capability for the incident management or emergency responder position they are tasked to fill. (NIMS)

Cyber (or Information) Security: Actions taken for the purpose of reducing information system risk, specifically, reducing the probability that a threat will succeed in exploiting critical Automated Information System infrastructure vulnerabilities using electronic, radio frequency or computer-based means.

Cooperating Agency: An agency supplying assistance other than direct operational or support functions or resources to the incident management effort.

Coordinate: To advance systematically an analysis and exchange of information among principals who have or may have a need to know certain information to carry out specific incident management responsibilities.

Damage Assessment: An appraisal or determination of the effects of the disaster on human, physical, economic, and natural resources. (NFPA 1600, 2004) 

Decontamination (Decon): The reduction or removal of a chemical, biological, or radiological material from the surface of a structure, area, object, or person. (FEMA State and Local Guide 101) 

Demobilization: The ICS/IMS phase that begins the transition of Management, Operations, and Support functions and elements from the incident activities back to normal operations or to their baseline standby state as their operational objectives are attained.

Deputy: A fully qualified individual who, in the absence of a superior, can be delegated the authority to manage a functional operation or perform a specific task. In some cases, a deputy can act as relief for a superior and, therefore, must be fully qualified in the position.  Deputies can be assigned to the Incident Commander, General Staff, and Branch Directors.

Disaster (emergency management application): A hazard impact causing adverse physical, social, psychological, economic or political effects that challenges the ability to rapidly & effectively respond. Despite a stepped up capacity and capability (call-back procedures, mutual aid, etc.) and change from routine management methods to an incident command/management process, the outcome is lower than expected compared to a smaller scale or lower magnitude impact (See “emergency” for important contrast between the two terms). Disaster as a term is not defined in the NIMS Glossary. “Major Disaster” is defined in relation to Stafford Act (see also) assistance. 

Disaster: 

· (General) – Accidental or uncontrollable events, actual or threatened, that are concentrated in time and space, in which a society undergoes severe danger and incurs such losses to its members and physical appurtenances that the social structure is disrupted and the fulfillment of all or some of the essential functions of the society is prevented. 

· (Facility Specific) – Any internal or external emergency incident generated by a force, or an event occurring on or off campus, that endangers the well- being and safety of medical center patients, visitors, staff, property or records. (VA Emergency Management Guidebook 2005)

Dispatch: The ordered movement of a resource or resources to an assigned operational mission or an administrative move from one location to another.

Division: The partition of an incident into geographical areas of operation. Divisions are established when the number of resources exceeds the manageable span of control of the Operations Chief. A division is located within the ICS organization between the branch and resources in the Operations Section.

Emergency (emergency management application): A hazard impact causing adverse physical, social, psychological, economic or political effects that challenges the ability to rapidly & effectively respond. It requires a stepped up capacity and capability (call-back procedures, mutual aid, etc.) to meet the expected outcome, and commonly requires change from routine management methods to an incident command/management process in order to achieve the expected outcome (See “disaster” for important contrast between the two terms). 

Emergency: Absent a Presidentially declared emergency, any incident(s), human-caused or natural, that requires responsive action to protect life or property. Under the Robert T. Stafford Disaster Relief and Emergency Assistance Act, an emergency means any occasion or instance for which, in the determination of the President, Federal assistance is needed to supplement State and local efforts and capabilities to save lives and to protect property and public health and safety, or to lessen or avert the threat of a catastrophe in any part of the United States. (NIMS)

Emergency Assistance: Assistance that may be made available under an emergency declaration. In general, Federal support to State and local efforts to save lives, protect property and public health and safety, and lessen or avert the threat of a catastrophe. Federal emergency assistance may take the form of coordinating all disaster relief assistance (including voluntary assistance) provided by Federal agencies, private organizations, and State and local governments. Or, the Federal government may provide technical and advisory assistance to affected State and local governments for: the performance of essential community services; issuance of warnings of risks or hazards; public health and safety information, including dissemination of such information; provision of health and safety measures; management, control, and reduction of immediate threats to public health and safety; debris removal; temporary housing; and distribution of medicine, food, and other consumable supplies. (Stafford Act) 

Emergency Management: Organized analysis, planning, decision-making, and assignment of available resources to mitigate (lessen the effect of or prevent) prepare for, respond to, and recover from the effects of all hazards. The goal of emergency management is to save lives, prevent injuries, and protect property and the environment if an emergency occurs. (FEMA 1995, I-6)

Emergency Management Assistance Compact (EMAC): A congressionally ratified organization that provides form and structure to interstate mutual aid. Through EMAC, a disaster-impacted state can request and receive assistance from other member states quickly and efficiently, resolving two key issues upfront: liability and reimbursement. (EMAC web site)

Emergency Management Committee (EMC): A committee established by an organization that has the responsibility for Emergency Management Program (EMP) oversight within the organization. As such, the committee would normally have the responsibility to ensure the overall preparation, implementation, evaluation and currency of the EMP. (Adapted from the VHA Emergency Management Guidebook 2005) 

Emergency Management Program (EMP): A program that implements the organization’s mission, vision, management framework, and strategic goals and objectives related to emergencies and disasters. It uses a comprehensive approach to emergency management as a conceptual framework, combining mitigation, preparedness, response, and recovery into a fully integrated set of activities. The “program” applies to all departments and organizational units within the organization that have roles in responding to a potential emergency. (Adapted from NFPA 1600, 2004 and the VHA Guidebook, 2004)

Emergency Operations Center (EOC):

· The physical location at which the coordination of information and resources to support domestic incident management activities normally takes place. An EOC may be a temporary facility or may be located in a more central or permanently established facility, perhaps at a higher level of organization within a jurisdiction. EOCs may be organized by major functional disciplines (e.g., fire, law enforcement, and medical services), by jurisdiction (e.g., Federal, State, regional, county, city, tribal), or some combination thereof. (NIMS) 

· An emergency operations center (EOC) is a location from which centralized emergency management can be performed during response and recovery. The use of EOCs is a standard practice in emergency management, and is one type of multi-agency coordinating entity. Local governments should have designated EOCs. The physical size, staffing, and equipping of a local government EOC will depend on the size and complexity of the local government and the emergency operations it can expect to manage. The level of EOC staffing will also vary with the specific emergency situation. A local government’s EOC facility should be capable of serving as the central point for:

· Coordination of all the jurisdiction’s emergency operations.

· Information gathering and dissemination.

· Coordination with other local governments and the operational area. (SEMS)

Emergency Operations Plan (EOP): 

· The “response” plan that an entity (organization, jurisdiction, State, etc.) maintains for responding to any hazard event. It provides action guidance for management and emergency response personnel during the response phase of Comprehensive Emergency Management. 

· An all-hazards document that specifies actions to be taken in the event of an emergency or disaster event; identifies authorities, relationships, and the actions to be taken by whom, what, when, and where, based on predetermined assumptions, objectives, and existing capabilities. (From the FEMA Higher Education Project) 

· The “steady-state” plan maintained by various jurisdictional levels for responding to a wide variety of potential hazards. (NIMS) Emergency Management Phases: The time and function-based divisions within comprehensive emergency management: mitigation, preparedness, response, and recovery. 

Emergency Preparedness: Activities and measures designed or undertaken to prepare for or minimize the effects of a hazard upon the civilian population, to deal with the immediate emergency conditions which would be created by the hazard, and to effectuate emergency repairs to, or the emergency restoration of, vital utilities and facilities destroyed or damaged by the hazard. (Stafford Act) 

Emergency Program Manager (EPM): The person who has the day-to-day responsibility for emergency management programs and activities. The role is one of coordinating all aspects of a jurisdiction’s mitigation, preparedness, response, and recovery capabilities. The individual primarily responsible for developing, implementing, and maintaining a healthcare organization’s emergency management program. The individual who has been specifically charged with the development and coordination of the EMP. 

Emergency Services: The preparation for and the carrying out of functions, other than those for which military forces are primarily responsible, to prevent, minimize and repair injury and damage resulting from disasters, together with all other activities necessary or incidental to the preparation for and carrying out of the foregoing functions. These functions include, but are not limited to, fire fighting services, police services, medical and health services, rescue, engineering, warning services, communications, radiological, chemical and other special weapons defense, evacuation of persons from stricken areas, emergency welfare services, emergency transportation, emergency resource management, existing or properly assigned functions of plant protections, temporary restoration of public utility services, emergency sheltering, and other functions related to civilian protection. These functions also include the administration of approved regional, state and federal disaster recovery and assistance programs. (Arlington County, Virginia, EOP and CEMP)

Emergency Support Function (ESF): A grouping of government and certain private-sector capabilities into an organizational structure to provide support, resources, and services. (NRP) ESF 8 - Health and Medical Services is the principal ESF with which hospitals will coordinate activities. 

Entity: A governmental agency or jurisdiction, private or public company, partnership, nonprofit organization, or other organization that has disaster/emergency management and continuity of operations responsibilities. (NFPA 1600, 2005) 

Essential Functions: Functions required to be performed by statute, Executive Order, or otherwise deemed essential by the heads of principal organizational elements to meet mission requirements. (VHA Emergency Management Guidebook 2005)

Evacuation: Organized, phased, and supervised withdrawal, dispersal, or removal of civilians from dangerous or potentially dangerous areas, and their reception and care in safe areas.

Evaluation (emergency management application): A systematic assessment process that leads to judgments and decisions about plans, programs or policies (adapted from Schalock, 2001). “Informal” evaluation is also recognized as an ongoing and important activity of an emergency management program. It can be “formalized” by objective documentation of the assessment activity and its findings.

Event: This term has multiple definitions depending upon the context:

· A planned, non-emergency activity. ICS can be used as the management system for a wide range of events, e.g., parades, concerts, or sporting events. (NIMS)

· A future activity that will include the activation of an ICS organization (ICS 300, Unit 4) 

· An event can be used to differentiate “any unusual activity” from an “incident,” where an EOP and its response system are activated and ICS is implemented. 

Executive: The Executive is the administrator, chief executive officer, or designee of the agency or political subdivision that has responsibility for the incident. The title may also be applied to “executives” from the private and non-governmental sectors (see “chief executive officer”). Executive and “agency administrator” are commonly considered to be synonymous terms. (Adapted from ICS for Executives)

Exposure (risk & emergency management application): The condition of being subjected to a source of risk. 

Finance/Administration: The ICS functional area that addresses the financial, administrative, and legal/regulatory issues for the incident management system. It monitors costs related to the incident, and provides accounting, procurement, time recording, cost analyses, and overall fiscal guidance. 

First Receivers: Employees at a hospital engaged in decontamination and treatment of victims who have been contaminated by a hazardous substance(s) during an emergency incident. The incident occurs at a site other than the hospital. These employees are a subset of first responders. (OSHA) 13 Because the personnel are located remote from the hazardous materials event site and are receiving live victims, their HazMat exposure may be less than that of HazMat first responders at the incident site.

Federal: Of or pertaining to the Federal Government of the United States of America.

Function: 
· Function refers to the five major activities in ICS: Command, Operations, Planning, Logistics, and Finance/Administration. The term function is also used when describing the activity involved, e.g., the planning function. A sixth function, Intelligence, may be established, if required, to meet incident management needs. (NIMS)

· In the Incident Command System, refers to the five major activities (Command, Operations, Plans/Information, Logistics, and Finance/ Administration). The term function is also used when describing the activity involved (e.g., the planning function). Intelligence is not considered a separate function under ICS. 

General Staff: A group of incident management personnel organized according to function and reporting to the Incident Commander. The General Staff normally consists of the Operations Section Chief, Planning Section Chief, Logistics Section Chief, and Finance/Administration Section Chief. (NIMS) 

Goal (emergency management application): A description of the end state – where the organization wants to be at the end of the activity, program, or other entity for which the goal was defined.

Group: Established to divide the incident management structure into functional areas of operation. Groups are composed of resources assembled to perform a special function not necessarily within a single geographic division. Groups, when activated, are located between branches and resources in the Operations Section. (See Division.)

Hazard: 

· A potential or actual force, physical condition, or agent with the ability to cause human injury, illness and/or death, and significant damage to property, the environment, critical infrastructure, agriculture and business operations, and other types of harm or loss. 

· Something that is potentially dangerous or harmful, often the root cause of an unwanted outcome. (NIMS) 

Hazard Vulnerability Analysis (HVA)/Assessment: A systematic approach to identifying all hazards that may affect an organization and/or its community, assessing the risk (probability of hazard occurrence and the consequence for the organization) associated with each hazard, and analyzing the findings to create a prioritized comparison of hazard vulnerabilities. The consequence, or “vulnerability,” is related to both the impact on organizational function and the likely service demands created by the hazard impact. A hazard vulnerability assessment is the outcome of the HVA process. 

Hazardous Material (HazMat): Any material that is explosive, flammable, poisonous, corrosive, reactive, or radioactive (or any combination), and requires special care in handling because of the hazards posed to public health, safety, and/or the environment. (FIRESCOPE 1994) 

HazMat: The common acronym for “hazardous materials.”

HazMat Team: Term used to describe a team of highly skilled professionals who specialize in dealing with hazardous material incidents. 

Health Insurance Portability and Accountability Act (HIPAA): Public Law 104-191 (August 21, 1996) addresses many aspects of healthcare practice and medical records. This federal act most notably addresses the privacy of personal health information, and directs the development of specific parameters as to how personal health information may be shared. 

Healthcare system: A system that may include one or several healthcare facilities that provides patient evaluation and medical interventions (for illness and injury) and/or preventive medicine/health services (see healthcare facility, see “system”). 

Homeland Security Presidential Directive-5 (HSPD-5): A Presidential directive issued February 28, 2003 on the subject of “Management of Domestic Incidents.” The purpose is to “enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive national incident management system.”

Hospital Command Center (HCC): A designated location in the hospital prepared to convene and coordinate response activities, resources, and information during an emergency or disaster. 

Hospital Incident Command System (HICS): The Hospital Incident Command System (HICS) is a management system based on NIMS that consists of a flexible organization structure and time-proven management principles. The system includes defined responsibilities and reporting channels and uses common language to promote internal and external communication and integration with community responders. HICS can be utilized for emergency incidents or for planned events. 

Hotwash: A systems performance review that is generally less formal and detailed than the After-Action Report (AAR) meeting, and occurs in close proximity to the end of the incident or exercise. Preparation for a hot wash is commonly less extensive than for an AAR meeting. The results of the hot wash may serve as a starting point for a later, more formal AAR meeting. It should never be considered the endpoint to an after-action report process for an incident or exercise, or replace formal AAR meetings.

Improvement Plan (IP): The Improvement Plan is the means by which the lessons learned from the exercise are turned into concrete, measurable steps that result in improved response capabilities. It specifically details what actions will be taken to address each recommendation presented in the draft AAR, who or what entity will be responsible for taking the action, and the timeline for completion. An initial IP should be developed at the debriefing while all key command staff are together. (U.S. Department of Homeland Security, Office of Domestic Preparedness, Homeland Security Exercise and Evaluation Program, Volume II: Exercise Evaluation and Improvement, October 2003) 

Incident: (multiple definitions) 

· An unexpected occurrence that requires immediate response actions through an ICS organization. (ICS 300, Unit 4)

· Activity resulting from an actual or impending hazard impact, that requires action by emergency personnel to prevent or minimize loss of life or damage to property and/or natural resources. For organizations other than public safety agencies, this action is generally beyond the normal everyday actions of the organization. The emergency action is managed through the Incident Command System. 

· An occurrence or event, natural or human-caused that requires an emergency response to protect life or property. Incidents can, for example, include major disasters, emergencies, terrorist attacks, terrorist threats, wildland and urban fires, floods, hazardous materials spills, nuclear accidents, aircraft accidents, earthquakes, hurricanes, tornadoes, tropical storms, war-related disasters, public health and medical emergencies, and other occurrences requiring an emergency response. (NIMS) 

· “Under the ICS concept, an incident is an occurrence, either human-caused or by natural phenomena, that requires action by emergency service personnel to prevent or minimize loss of life or damage to property and/or natural resources.” (FEMA Disaster Dictionary2001, 62-63, citing National Wildfire Coordinating Group, Incident Command System, National Training Curriculum,ICS Glossary (PMS 202, NFES #2432), October 1994) 

Incident Action Plan (IAP): 

· An oral or written plan containing general objectives reflecting the overall strategy for managing an incident. It may include the identification of operational resources and assignments. It may also include attachments that provide direction and important information for management of the incident during one or more operational periods. (NIMS) See also “Action Plans.” 

· The document in ICS/IMS that guides the response for that operational period. It contains the overall incident objectives and strategy, general tactical actions and supporting information to enable successful completion of objectives. The IAP may be oral or written. When written, the IAP may have a number of supportive plans and information as attachments (e.g., traffic plan, safety plan, communications plan, and maps). There is only one “incident action plan” at an incident, all other “action plans” are subsets of the IAP and their titles should be qualified accordingly (for example, the water purification action plan). 

Incident Command Post (ICP): A facility established close to the incident scene (or elsewhere for a diffuse incident or one with multiple scenes), which serves as a base location for managing “field operations” – all activities within the defined scope of the “incident.” Located within the ICP are designated representatives of the major response agencies for that incident, filling designated positions in the Incident Management Team. The ICP location is designated by the Incident Commander. If the ICP andEOC are co-located in the same building, their personnel and procedures should remain physically separated and functionally distinct. 

Incident Command System (ICS): 

· A standardized on-scene emergency management construct specifically designed to provide for the adoption of an integrated organizational structure that reflects the complexity and demands of single or multiple incidents, without being hindered by jurisdictional boundaries. ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources during incidents. It is used for all kinds of emergencies and is applicable to small as well as large and complex incidents. ICS is used by various jurisdictions and functional agencies, both public and private, to organize field-level incident management operations. (NIMS) 

· A standardized on-scene emergency management concept specifically designed to allow its users to adopt an integrated organizational structure equal to the complexity and demands of single or multiple incidents, without being hindered by jurisdictional boundaries. (NWCG 1994) 

Incident Commander (IC): The individual responsible for all incident activities, including the development of strategies and tactics and the ordering and the release of resources. The IC has overall authority and responsibility for conducting incident operations and is responsible for the management of all incident operations at the incident site. (NIMS)

Incident Management System (IMS): 

· See Incident Command System. This term is preferred over “Incident Command System” (ICS) by many disciplines involved in emergency response. 

· In disaster/emergency management applications, the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure with responsibility for the management of assigned resources to effectively accomplish stated objectives pertaining to an incident. (NFPA 1600, 2004)

Incident Management Team (IMT): 
· The IC and appropriate Command and General Staff personnel assigned to the incident. (NIMS) 

· The management unit that directly manages the incident response, and defines the scope of the “incident.” The IMT provides guidance to responders by establishing Incident-specific goals, strategy and objectives, and oversees the development of incident tactics and tactical strategy by the incident operations chief. 

Incident Objectives: Statements of guidance and direction necessary for selecting appropriate strategy(s) and the tactical direction of resources. Incident objectives are based on realistic expectations of what can be accomplished when all allocated resources have been effectively deployed. Incident objectives must be achievable and measurable, yet flexible enough to allow strategic and tactical alternatives. (NIMS)

Incident Response: The term used to indicate the management and operational actions conducted to address an impending hazard threat and/or actual hazard impact. It connotes a condition that is larger or more complex than the usual organizational actions, and that is usually accomplished by activating the organization’s Emergency Operations Plan. Incident response requires a management system (usually the Incident Command System under NIMS) that is commonly different than everyday management and everyday response, even in an everyday “emergency” organization such as fire or police. 

Information Management: The processes of the collection, analysis, formatting and transmission of data and information during an incident.

Intelligence Officer: The intelligence officer is responsible for managing internal information, intelligence, and operational security requirements supporting incident management activities. These may include information security and operational security activities, as well as the complex task of ensuring that sensitive information of all types (e.g., classified information, law enforcement sensitive information, proprietary information, or export-controlled information) is handled in a way that not only safeguards the information, but also ensures that it gets to those who need access to it to perform their missions effectively and safely.

Joint Information Center (JIC): A facility established to coordinate all incident-related public information activities. It is the central point of contact for all news media at the scene of the incident. Public information officials from all participating agencies should collocate at the JIC.

Joint Information System (JIS): Integrates incident information and public affairs into a cohesive organization designed to provide consistent, coordinated, timely information during crisis or incident operations. The mission of the JIS is to provide a structure and system for developing and delivering coordinated interagency messages; developing, recommending, and executing public information plans and strategies on behalf of the IC; advising the IC concerning public affairs issues that could affect a response effort; and controlling rumors and inaccurate information that could undermine public confidence in the emergency response effort.

Jurisdiction: (multiple definitions are used and each is context dependent): 

· A range or sphere of authority. Public agencies have jurisdiction at an incident related to their legal responsibilities and authority. Jurisdictional authority at an incident can be political or geographical (e.g., city, county, tribal, State, or Federal boundary lines) or functional (e.g., law enforcement, public health). (NIMS) 

· A political subdivision (federal, state, county, parish, and/or municipality) with the responsibility for ensuring public safety, health and welfare within its legal authorities and geographic boundaries. 

Liaison (Verb): A form of communication for establishing and maintaining mutual understanding and cooperation. (NIMS) 

Liaison (Noun): In ICS, it is a position(s) assigned to establish and maintain direct coordination and information exchange with agencies and organizations outside of the specific incident’s ICS/IMS structure. (NIMS) 

Liaison Officer: A member of the Command Staff responsible for coordinating with representatives from cooperating and assisting agencies.

Life-safety: In emergency response, this indicates safety issues that are important in preventing injury or death for exposed responders or victims during an incident. Line of Duty Death: The death of any hospital personnel while on duty and in the performance of their job or assigned role. 

Local Government: A county, municipality, city, town, township, local public authority, school district, special district, intrastate district, council of governments (regardless of whether the council of governments is incorporated as a nonprofit corporation under State law), regional or interstate government entity, or agency or instrumentality of a local government; an Indian tribe or authorized tribal organization, or in Alaska a Native village or Alaska Regional Native Corporation; a rural community, unincorporated town or village, or other public entity. (HSPD-5 definition) 

Logistics: Providing resources and other services to support incident management. 

Logistics Section: The [ICS] section responsible for providing facilities, services, and material support for the incident. (NIMS) 

Management (general): Management consists of decision-making activities undertaken by one or more individuals to direct and coordinate the activities of other people in order to achieve results that could not be accomplished by any one person acting alone. Effective management focuses on group effort, various forms of coordination, and the manner of making decisions. Management is required whenever two or more persons combine their efforts and resources to accomplish a goal that cannot be accomplished by acting alone. Coordination is necessary when the actions of group participants constitute parts of a total task. If one person acts alone to accomplish a task, no coordination may be required; but when that person delegates a part of the task to others, the individual efforts must be coordinated.
Management (ICS/IMS – noun): The IMS/ICS function related to directing and coordinating resources while establishing overall response objectives. Typically objectives are defined in a manner so that they are measurable and achievable within a defined period of time. 

Management (ICS/IMS – verb): The act of providing objectives, assigning resources to the objectives and delineating the parameters within which the resources are to achieve the objectives. See “management by objective” and “incident objectives” for NIMS definitions (the term “management” is not explicitly defined in NIMS). 

Management by Objective: 

· “A management approach that involves a four-step process for achieving the incident goal. The… approach includes the following: establishing overarching objectives; developing and issuing assignments, plans, procedures, and protocols; establishing specific, measurable objectives for various incident management functional activities and directing efforts to fulfill them, in support of defined strategic objectives; and documenting results to measure performance and facilitate corrective action.” (NIMS) 

· The proactive management strategy in ICS/IMS that directs and coordinates resources across the incident command system/incident management system by: 

1. Setting overall (control) objectives for the incident and objectives for each specific operational period. 

2. Assigning resources to achieve those objectives and to provide support. 

3. Providing plans, procedures and protocols to establish parameters within which assigned resources operate. 

4. Monitor progress towards achieving the incident objectives, reassess and revise the objectives, and revise assignments as indicated.

Major Disaster: As defined under the Robert T. Stafford Disaster Relief and Emergency Assistance Act (42 U.S.C. 5122), a major disaster is any natural catastrophe (including any hurricane, tornado, storm, high water, wind-driven water, tidal wave, tsunami, earthquake, volcanic eruption, landslide, mudslide, snowstorm, or drought), or, regardless of cause, any fire, flood, or explosion, in any part of the United States, which in the determination of the President causes damage of sufficient severity and magnitude to warrant disaster assistance under this Act to supplement the efforts and available resources of States, tribes, local governments, and disaster relief organizations in alleviating the damage, loss, hardship, or suffering caused thereby.

Mass casualty incident (MCI): A casualty-creating hazard incident in which the available organizational and medical resources (both “first” and “second response”), or their management systems, are severely challenged or become insufficient to adequately meet the medical needs of the affected population. Insufficient management, response, or support capability or capacity can result in increased morbidity and mortality among the impacted population. “Mass casualty” equates to a “disaster,” whereas “multiple casualty incident” equates to an “emergency.”

Mission: In emergency management, an organization’s primary goal and expected control objectives. 

Mitigation: 

· The phase of Comprehensive Emergency Management that encompasses all activities that reduce or eliminate the probability of a hazard occurrence, or eliminate or reduce the impact from the hazard if it should occur. In comprehensive emergency management, mitigation activities are undertaken during the time period prior to an imminent or actual hazard impact. Once an imminent or actual hazard impact is recognized, subsequent actions are considered response actions and are not called “mitigation” – this avoids the confusion that occurs with the HazMat discipline’s use of mitigation, which applies to response actions that reduce the impact of a hazardous materials spill. 

· Activities taken to eliminate or reduce the probability of the event, or reduce its severity or consequences, either prior to or following a disaster/emergency. (NFPA 1600, 2004) 

· The activities designed to reduce or eliminate risks to persons or property or to lessen the actual or potential effects or consequences of an incident. Mitigation measures may be implemented prior to, during, or after an incident. Mitigation measures are often informed by lessons learned from prior incidents. Mitigation involves ongoing actions to reduce exposure to, probability of, or potential loss from hazards. Measures may include zoning and building codes, floodplain buyouts, and analysis of hazard- related data to determine where it is safe to build or locate temporary facilities. Mitigation can include efforts to educate governments, businesses, and the public on measures they can take to reduce loss and injury. (NIMS)

Mobilization: The process and procedures used by all organizations (Federal, State, local, and tribal) for activating, assembling, and transporting all resources that have been requested to respond to or support an incident.

Multi-agency Coordination Entity: A multi-agency coordination entity functions within a broader multi-agency coordination system. It may establish the priorities among incidents and associated resource allocations, de-conflict agency policies, and provide strategic guidance and direction to support incident management activities.

Multi-agency Coordination Systems: Multi-agency Coordination Systems provide the architecture to support coordination for incident prioritization, critical resource allocation, communications systems integration, and information coordination. The components of Multi-agency Coordination Systems include facilities, equipment, emergency operation centers (EOCs), specific multi-agency coordination entities, personnel, procedures, and communications. These systems assist agencies and organizations to fully integrate the subsystems of the NIMS.

Multi-jurisdictional Incident: An incident requiring action from multiple agencies that each have jurisdiction to manage certain aspects of an incident. In ICS, these incidents will be managed under Unified Command.

Multiple Casualty Incident: A hazard impact with casualties in which the available organizational and medical resources, or their management systems, are severely challenged. A stepped up capacity and capability beyond the normal “first response,” usually involving the use of ICS for expanded management, is required to adequately meet the medical needs of the affected population. “Multiple casualty incident” equate to an “emergency,” whereas “Mass casualty” equates to a “disaster.” 

Mutual Aid: Voluntary aid and assistance by the provision of services and facilities including but not limited to: fire, police, medical and health, communications, transportation, and utilities. Mutual aid is intended to provide adequate resources, facilities, and other support to jurisdictions whenever their own resources prove to be inadequate to cope with a given situation. (SEMS) Some authorities differentiate “mutual aid” from “cooperative assistance,” where the assisting resources are compensated for their response costs. Other authorities designate this as “compensated mutual aid.” 

Mutual-Aid Agreement: 

· Written agreement between agencies and/or jurisdictions that they will assist one another on request, by furnishing personnel, equipment, and/or expertise in a specified manner. National: Of a nationwide character, including the Federal, State, local, and tribal aspects of governance and polity. (NIMS) 

· A pre-arranged agreement developed between two or more entities to render assistance to the parties of the agreement. (NFPA 1600, 2004) 

National: Of a nationwide character, including the Federal, State, local, and tribal aspects of governance and polity.

National Disaster Medical System (NDMS): 

· A cooperative, asset-sharing partnership between the U.S. Department of Health and Human Services, the U.S. Department of Veterans Affairs, the U.S. Department of Homeland Security, and the U.S. Department of Defense. NDMS provides resources for meeting the continuity of care and mental health services requirements of the Emergency Support Function 8 in the Federal Response Plan.

· A federally coordinated initiative to augment the nation’s emergency medical response capability by providing medical assets to be used during major disasters or emergencies. NDMS has three major components: Disaster Medical Assistance Teams and Clearing-Staging Units to provide triage, patient stabilization, and austere medical services at a disaster site; an evacuation capability for movement of patients from a disaster area to locations where definitive medical care can be provided; and a voluntary hospital network to provide definitive medical care. NDMS is administered by the Department of Health and Human Services/U.S. Public Health Service, in cooperation with the Department of Defense, the Department of Veterans Affairs, FEMA, State and local governments, and the private sector. (Facts on the NDMS)

National Incident Management System: A system mandated by HSPD-5 that provides a consistent nationwide approach for Federal, State, local, and tribal governments; the private-sector, and nongovernmental organizations to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. To provide for interoperability and compatibility among Federal, State, local, and tribal capabilities, the NIMS includes a core set of concepts, principles, and terminology. HSPD-5 identifies these as the ICS; Multi-agency Coordination Systems; training; identification and management of resources (including systems for classifying types of resources); qualification and certification; and the collection, tracking, and reporting of incident information and incident resources.

National Response Plan (NRP): The National Response Plan establishes a comprehensive all-hazards approach to enhance the ability of the United States to manage domestic incidents. The plan incorporates best practices and procedures from incident management disciplines—homeland security, emergency management, law enforcement, firefighting, public works, public health, responder and recovery worker health and safety, emergency medical services, and the private sector—and integrates them into a unified structure. It forms the basis of how the federal government coordinates with state, local, and tribal governments and the private sector during incidents.

Notification: Information distributed to relevant personnel that contains important information regarding an actual or potential hazard impact and the response status of the organization. There are generally three categories of notification: alert, advisory, and activation.

Nongovernmental Organization: An entity with an association that is based on interests of its members, individuals, or institutions and that is not created by a government, but may work cooperatively with government. Such organizations serve a public purpose, not a private benefit. Examples of NGOs include faith-based charity organizations and the American Red Cross.

Objectives, Incident: Statements of guidance and direction necessary for selecting appropriate strategy(s) and the tactical direction of resources. Incident objectives are based on realistic expectations of what can be accomplished when all allocated resources have been effectively deployed. Incident objectives must be achievable and measurable, yet flexible enough to allow strategic and tactical alternatives. (NIMS) 

Occupational Health: 

· A professional discipline that focuses on the promotion and maintenance of physical and mental health in the work environment.

· The science of designing, implementing and evaluating comprehensive health and safety programs that maintain and enhance employee health, improve safety and increase productivity in the workplace.
Operational period: 

· A designated time interval during incident operations where organizational strategies and tactics are guided by response objectives (operational period objectives) that are specific for that time period. 

· A designated time period in which tactical objectives are to be accomplished and re-evaluated. (ICS 300) 

· The time scheduled for executing a given set of operation actions, as specified in the Incident Action Plan. Operational periods can be of various lengths, although usually not over 24 hours. (NIMS)
Operations: The IMS/ICS functions that develop and directly implement tactics to achieve the objectives established by Management.
Operations Section: The section responsible for all tactical incident operations. In ICS, it normally includes subordinate branches, divisions, and/or groups.

“Out the Door” Evacuation: The immediate removal of all occupants from the facility because of imminent or already present danger. 

Patient Prioritization Assessment: The process of assessing hospital inpatients for early discharge, transfer, or other disposition to free the bed for disaster or more critical patients. 

Personal Protective Equipment: Examples include protective suits, gloves, foot covering, respiratory protection, hoods, safety glasses, goggles, and face shields. (OSHA Best Practices for Hospital-Based First Receivers of Victims from Mass Casualty Incidents Involving the Release of Hazardous Substances)

Personnel Accountability: The ability to account for the location and welfare of incident personnel. It is accomplished when supervisors ensure that ICS principles and processes are functional and that personnel are working within established incident management guidelines.

Plan: A plan is a proposed or intended method of getting from one set of circumstances to another. A plan provides guidelines and/or directives on moving from the present situation towards the achievement of one or more objectives or goals. The term “Plans” in emergency management has multiple connotations: 

· Component plans: of the overall emergency management program (EMP). In comprehensive emergency management, these are the Mitigation Plan, Preparedness Plan, Emergency Operations Plan (i.e., Response Plan), and Recovery Plan. 

· Incident plans: plans developed during incident response (often customized from pre-plans) that guide the response actions and achieve “management by objective.” 

· Planning Section: (see below) 

· Pre-plans: Guidelines that describe processes and procedures to be followed, plus other response considerations, for specific events and/or for specific geographic locations (stadiums, government facilities, special security events, etc.). These build upon the guidance in the functional annexes, and are included in the incident (i.e., hazard-specific) annexes of the EOP. Most of the guidance and accompanying considerations in the per-plan can be accomplished within the usual EOP construct. The VHA refers to these detailed pre-plans for complex events as “Standard Operating Procedures” (“SOPs”). 

· Preparedness plans: plans that address the preparedness of organizations for emergency response and recovery; these include a training plan, exercise plan, and others. Developing, documenting and revising/refining response and recovery plans and all their components. 

· Sub-plans: Function-specific guidance and tools for use during emergency response and recovery. For example, the mobilization of the decontamination area may be a sub-plan to the Patient Decontamination Plan, which is a function-specific plan that guides hospital personnel in receiving and managing contaminated casualties.

· Supporting Plans: the incident planning documents that support the Incident Action Plan. These include the Safety Plan, the Medical Plan, Communications Plan and others. 

Planning, Incident Response: Activities that support the incident management process, including developing the incident action plan and support plans and accomplishing incident information processing. This is in contrast to preparedness planning, which is designed to ready a system for response.

Planning Meeting: A meeting held as needed prior to and throughout the duration of an incident to select specific strategies and tactics for incident control operations and for service and support planning. For larger incidents, the planning meeting is a major element in the development of the Incident Action Plan (IAP).

Planning Section: Responsible for the collection, evaluation, and dissemination of operational information related to the incident, and for the preparation and documentation of the IAP. This section also maintains information on the current and forecasted situation and on the status of resources assigned to the incident.

Preparedness: The range of deliberate, critical tasks and activities necessary to build, sustain, and improve the operational capability to prevent, protect against, respond to, and recover from domestic incidents. Preparedness is a continuous process. Preparedness involves efforts at all levels of government and between government and private-sector and nongovernmental organizations to identify threats, determine vulnerabilities, and identify required resources. Within the NIMS, preparedness is operationally focused on establishing guidelines, protocols, and standards for planning, training and exercises, personnel qualification and certification, equipment certification, and publication management.

Point of Distribution: A designated area to distribute medications and vaccinations and provide risk communication and public education information during a public health emergency (can also be used as a site for food and water distribution in non-medical-related disasters). 

Position Description: Position description is a written summary of the critical features of an emergency response or recovery job, including the nature of the work performed and the specific duties and responsibilities. It is intended to help assigned personnel understand their specific role and to clarify relationships between positions. The position description is augmented by position qualifications or competencies. 

Preparedness: 

· The phase of Comprehensive Emergency Management that encompasses actions designed to build organizational resiliency and/or organizational capacity and capabilities for response to and recovery from disasters and emergencies. (adapted from the VHA Emergency Management Guidebook, 2005) 

· Activities, programs, and systems developed and implemented prior to a disaster/emergency that are used to support and enhance mitigation of, response to, and recovery from disasters/emergencies. (NFPA 1600, 2004) 

· The range of deliberate, critical tasks and activities necessary to build, sustain, and improve the operational capability to prevent, protect against, respond to, and recover from domestic incidents. Preparedness is a continuous process. Preparedness involves efforts at all levels of government and between government and private-sector and nongovernmental organizations to identify threats, determine vulnerabilities, and identify required resources. Within the NIMS, preparedness is operationally focused on establishing guidelines, protocols, and standards for planning, training and exercises, personnel qualification and certification, equipment certification, and publication management. (NIMS) 

Prevention: Actions to avoid an incident or to intervene to stop an incident from occurring.  Prevention involves actions to protect lives and property. It involves applying intelligence and other information to a range of activities that may include such countermeasures as deterrence operations; heightened inspections; improved surveillance and security operations; investigations to determine the full nature and source of the threat; public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and, as appropriate, specific law enforcement operations aimed at deterring, preempting, interdicting, or disrupting illegal activity and apprehending potential perpetrators and bringing them to justice.

Private Sector: Organizations and entities that are not part of any governmental structure. It includes for-profit and not-for-profit organizations, formal and informal structures, commerce and industry, and private voluntary organizations. (NIMS) 

Privileging: The process where appropriately credentialed personnel (see credentialing) are accepted into an incident to participate as an assigned resource in the response. This process may include both confirmation of a responder’s credentials and a determination that an incident need exists that the responder is qualified to address. Privileging is associated with a separate process, badging, which indicates that a person has been privileged to access a specific incident or to access a specific location. 

Probability: The likelihood of a specific outcome, measured by the ratio of specific outcomes to the total number of possible outcomes. Probability is expressed as a number between 0 and 1, with 0 indicating an impossible outcome and 1 indicating an outcome is certain. (Standards 1995) 

Procedure: A series of specific activities, tasks, steps, decisions, calculations and other processes, that when undertaken in the prescribed sequence produces the described result, product or outcome. “Following” a procedure should produce repeatable results for the same input conditions. In the context of emergency management, procedures are much more tightly defined and specific to a distinct organization than the “process” that the procedure or series of procedures accomplishes. 

Process: A process is a defined activity, related to planning and/or implementation, carried out to achieve the objectives of the program. A process commonly encompasses multiple procedures that are linked or coordinated to accomplish the process objectives (see Procedure). 

Processes: Systems of operations that incorporate standardized procedures, methodologies, and functions necessary to provide resources effectively and efficiently. These include resource typing, resource ordering and tracking, and coordination. (NIMS) 

Program (emergency management application): An organized collection of projects, activities and/or individual plans in an established framework that directs them toward a common goal. The term “program” implies that regular, ongoing activities are occurring. This contrasts with the term “plan,” which may be a set of guidelines that are inactive until “activated.” 

Public Health: The art and science that addresses the protection & improvement of community health by organized community effort, including preventive medicine and sanitary & social science, or, simply put: “what we, as a society, do collectively to assure the conditions in which people can be healthy” (Institute of Medicine: The Future of Public Health – 1988). 

Public health emergency: An occurrence or imminent threat of an illness or health condition that 

(1) is believed to be caused by any of the following: 

· Bioterrorism

· Appearance of a novel or previously controlled or eradicated infectious agent or biological toxin 

· Natural disaster 

· Chemical attack or accidental release 

· Nuclear attack or accident; and 

(2) poses a high probability of any of the following harms occurring in a large number of the affected population: 

· Death 

· Serious or long-term disability 

· Widespread exposure to infectious or toxic agent posing significant risk of substantial future harm (Center for Law and the Public’s Health at Georgetown and Johns Hopkins Universities)

Public Information Officer: A member of the Command Staff responsible for interfacing with the public and media or with other agencies with incident-related information requirements.

Qualification and Certification: This subsystem provides recommended qualification and certification standards for emergency responder and incident management personnel. It also allows the development of minimum standards for resources expected to have an interstate application. Standards typically include training, currency, experience, and physical and medical fitness.

Reception Area: This refers to a location separate from staging areas, where resources report in for processing and out-processing. Reception Areas provide accountability, security, situational awareness briefings, safety awareness, distribution of IAPs, supplies and equipment, feeding, and bed down.

Recovery: 
· The phase of Comprehensive Emergency Management that encompasses activities and programs implemented during and after response that are designed to return the entity to its usual state or to a “new normal.” For response organizations, this includes return-to-readiness activities. 

· Activities and programs designed to return conditions to a level that is acceptable to the entity. (NFPA 1600, 2004) 

· The development, coordination, and execution of service- and site-restoration plans; the reconstitution of government operations and services; individual, private- sector, nongovernmental, and public-assistance programs to provide housing and to promote restoration; long-term care and treatment of affected persons; additional measures for social, political, environmental, and economic restoration; evaluation of the incident to identify lessons learned; post-incident reporting; and development of initiatives to mitigate the effects of future incidents. (NIMS) 

Recovery Plan: A plan developed by a State, local, or tribal jurisdiction with assistance from responding Federal agencies to restore the affected area.

Regional Hospital Coordination Center (RHCC): The Regional Hospital Coordination Center is a multi-agency coordination center that provides policy and strategic guidance for hospitals and healthcare centers within a defined region. The RHCC has no jurisdictional authority, and its function and scope is determined by the incident. Functions of the RHCC may include working with local or regional EOCs in the coordination of hospital requests and response within the region and providing guidance on resource allocation and utilization.

Resources: Personnel and major items of equipment, supplies, and facilities available or potentially available for assignment to incident operations and for which status is maintained. Resources are described by kind and type and may be used in operational support or supervisory capacities at an incident or at an EOC.

Resources, Available: See Available Resources.

Resource Management: A system for identifying available resources at all jurisdictional levels to enable timely and unimpeded access to resources needed to prepare for, respond to, or recover from an incident. Resource management under the NIMS includes mutual-aid agreements; the use of special Federal, State, local, and tribal teams; and resource mobilization protocols. (NIMS) Resource management involves four primary tasks: 

· establishing systems for describing, inventorying, requesting, and tracking resources; 

· activating these systems prior to and during an incident; 

· dispatching resources prior to and during an incident; and 

· deactivating or recalling resources during or after incidents. (NIMS) 

Resources Unit: Functional unit within the Planning Section responsible for recording the status of resources committed to the incident. This unit also evaluates resources currently committed to the incident, the effects additional responding resources will have on the incident, and anticipated resource needs.

Response: 

· The phase of Comprehensive Emergency Management that addresses the immediate and short-term effects of the disaster or emergency. (Adapted from the VHA Emergency Management Guidebook 2005) It includes activities immediately before (for an impending threat), during, and after a hazard impact to address the immediate and short-term effects of the disaster or emergency. 

· In disaster/emergency management applications, activities designed to address the immediate and short-term effects of the disaster/emergency. (NFPA 1600, 2004)
· Activities that address the short-term, direct effects of an incident. Response includes immediate actions to save lives, protect property, and meet basic human needs. Response also includes the execution of emergency operations plans and of mitigation activities designed to limit the loss of life, personal injury, property damage, and other unfavorable outcomes. As indicated by the situation, response activities include applying intelligence and other information to lessen the effects or consequences of an incident; increased security operations; continuing investigations into nature and source of the threat; ongoing public health and agricultural surveillance and testing processes; immunizations, isolation, or quarantine; and specific law enforcement operations aimed at preempting, interdicting, or disrupting illegal activity, and apprehending actual perpetrators and bringing them to justice.

Risk: The expectation of loss from hazards and their impact. Risk is a function of probability (likelihood) of a hazard occurrence and the impact (consequences) of a hazard 19 on the target of the risk assessment. It connotes a relationship between the hazard and the target’s vulnerability to the hazard. Risk can be addressed by managing probability (through mitigation) and/or managing impact (through mitigation, preparedness, response and recovery). 

Risk Communication: The process of providing concise, comprehensible, credible information, as needed to make effective decisions regarding risks. In emergency management/incident response, risk communication is generally considered to be providing a service to those outside of the incident command system, with the goal of influencing behavior. 

Risk Management: A management science that employs the findings of the Hazards Vulnerability Analysis process to make strategic and tactical decisions on how risks will be treated – whether deferred, reduced (through mitigation and preparedness activities), transferred, or avoided. Risk management provides the option of accepting certain levels of risk, at least temporarily, that are considered too low for resource allocation. Conversely, it provides the decision option to commit major resources that eliminate or avoid risks that are of such high probability and/or high consequence that they threaten the very existence of an organization. Risk management, which may be considered a subsection of overall emergency management, focuses upon mitigation preparedness activities that prevent and or reduce hazard impacts, and is considered by many to be its own discipline.

Safety: Safety, in the traditional sense, refers to monitoring and reducing the work-place risk of personnel casualties (injuries and deaths) to some acceptable level.

Safety Officer: A member of the Command Staff responsible for monitoring and assessing safety hazards or unsafe situations and for developing measures for ensuring personnel safety.

Section: The organizational level having responsibility for a major functional area of incident management, e.g., Operations, Planning, Logistics, Finance/Administration, and Intelligence (if established). The section is organizationally situated between the branch and the Incident Command.

Security: Security in the traditional sense refers to monitoring and reducing the risk of human induced events that adversely affect people or property (intrusion of unauthorized personnel, theft, sabotage, assault, etc.), to some acceptable level. 

Situation Analysis: The process of evaluating the severity and consequences of an incident and communicating the results. (NFPA 1600, 2004) 

Situation assessment: An assessment produced during emergency response and recovery that combines incident geography/topography, weather, hazard, hazard impact, and resource data to provide a balanced knowledge base for decision-making. Adequate situation assessment and dissemination of a comprehensive situation assessment (through situation reports and other means) creates the “common operating picture.” 

Situation report (SITREP): A document that is developed and distributed during response as a means for disseminating a current situation assessment.

Span of Control: The number of individuals a supervisor is responsible for; usually expressed as the ratio of supervisors to individuals. (Under the NIMS, an appropriate span of control is between 1:3 and 1:7.)

Stafford Act: 1) The Robert T. Stafford Disaster Relief and Emergency Assistance Act, Public Law 93-288, as amended. 2) The Stafford Act provides an orderly and continuing means of assistance by the Federal Government to State and local governments in carrying out their responsibilities to alleviate the suffering and damage which result from disaster. The President, in response to a State Governor’s request, may declare an “emergency” or “major disaster” in order to provide Federal assistance under the Act. The President, in Executive Order 12148, delegated all functions, except those in Sections 301, 401,and 409, to the Director, of FEMA. The Act provides for the appointment of a Federal Coordinating Officer who will operate in the designated area with a State Coordinating Officer for the purpose of coordinating state and local disaster assistance efforts with those of the Federal Government. (44 CFR 206.2)

Staging Area: Location established where resources can be placed while awaiting a tactical assignment. The Operations Section manages Staging Areas.

State: When capitalized, refers to any State of the United States, the District of Columbia, the Commonwealth of Puerto Rico, the Virgin Islands, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands, and any possession of the United States. See Section 2 (14), Homeland Security Act of 2002, Pub. L. 107-296, 116 Stat. 2135 (2002).

Strategic: Strategic elements of incident management are characterized by continuous long-term, high-level planning by organizations headed by elected or other senior officials. These elements involve the adoption of long-range goals and objectives, the setting of priorities; the establishment of budgets and other fiscal decisions, policy development, and the application of measures of performance or effectiveness.

Strategy:

· The general direction selected to accomplish incident objectives set by the IC. (NIMS)

· The approach to how a goal and objectives are to be achieved.

Surge capability: See “Capability, Surge.” 

Surge capacity: See “Capacity, Surge.” 

Surge, Medical: Describes the ability to provide adequate medical evaluation and care in events that severely challenge or exceed the normal medical infrastructure of an affected community (through numbers and/or types of patients). See “Capacity, Surge” and “Capability, Surge.” 

System: A clearly defined functional structure, with defined processes, that coordinates disparate parts to accomplish a common goal. 

System Recovery: The return of a system to a normal condition. 

Tactics: Tactics in incident management are specific actions, sequence of actions, procedures, tasks, assignments and schedules used to fulfill strategy and achieve objectives. 

Task: A clearly defined and measurable activity accomplished by organizations or some subset thereof (sections, functions, teams, individuals and others). It is the lowest behavioral level in a job or unit that is performed for its own sake.

Task Force: Any combination of resources assembled to support a specific mission or operational need. All resource elements within a Task Force must have common communications and a designated leader.

Team (emergency management): A nonspecific term for a group of personnel who work as a unit (with some incorporated leadership structure) to accomplish assigned tasks within incident management. The term may also be used as a shortened meaning for “strike team” (see “strike team”)

Terrorism: 

· Under the Homeland Security Act of 2002, terrorism is defined as activity that involves an act dangerous to human life or potentially destructive of critical infrastructure or key resources and is a violation of the criminal laws of the United States or of any State or other subdivision of the United States in which it occurs and is intended to intimidate or coerce the civilian population or influence a government or affect the conduct of a government by mass destruction, assassination, or kidnapping. (NIMS) 

· “The unlawful use of force or violence against persons or property to intimidate or coerce a government, the civilian population, or any segment thereof, in furtherance of political or social objectives (FBI).Domestic terrorism involves groups or individuals who are based and operate entirely within the United States and U.S. territories without foreign direction and whose acts are directed at elements of the U.S. government or population.” (FEMA 2001)
Tools: Those instruments and capabilities that allow for the professional performance of tasks, such as information systems, agreements, doctrine, capabilities, and legislative authorities. (NIMS)
Threat: 

· An indication of possible violence, harm, or danger. (NIMS)

· The possibility of a hazard occurrence; something that has the potential to cause harm.

Tribal: Any Indian tribe, band, nation, or other organized group or community, including any Alaskan Native Village as defined in or established pursuant to the Alaskan Native Claims Settlement Act (85 stat. 688) [43 U.S.C.A. and 1601 et seq.], that is recognized as eligible for the special programs and services provided by the United States to Indians because of their status as Indians.

Unified Command: 
· An application of ICS used when there is more than one agency with incident jurisdiction or when incidents cross political jurisdictions. Agencies work together through the designated members of the UC, often the senior person from agencies and/or disciplines participating in the UC, to establish a common set of objectives and strategies and a single IAP. (NIMS) 

· This management structure brings together the Incident Managers of all major organizations involved in the incident, to coordinate an effective response while allowing each manager to carry out his/her own jurisdictional or discipline responsibilities. UC links the organizations responding to the incident at the leadership level, and it provides a forum for these entities to make consensus decisions. Under UC, the various jurisdictions and/or agencies and non-government responders may blend together throughout the organization to create an integrated response team. UC may be used whenever multiple jurisdictions or response agencies are involved in a response effort. UC may be established to overcome divisions from:

· Geographic boundaries;

· Government levels;

· Functional and/or statutory responsibilities; or

· Some combination of the above. (Adapted from the U.S. Coast Guard)

Unit: The organizational element having functional responsibility for a specific incident planning, logistics, or finance/administration activity.

Unity of Command: The concept by which each person within an organization reports to one and only one designated person. The purpose of unity of command is to ensure unity of effort under one responsible commander for every objective.

Volunteer: Multiple definitions are used, with the issue of payment for services being the factor that is important to differentiate: 

· A person agreeing to provide service outside the scope of his/her employer and/or employed position, without additional or specific compensation for this voluntary commitment. This differentiates the “volunteer” from personnel who provide service as part of their job position in an assigned resource. An individual offering or providing this service is a “volunteer” even if the volunteer's time is compensated through his/her usual employer and employment rate. 

· In some contexts such as ESAR-VHP, a volunteer is defined as providing service “without pay or remuneration.” (DHHS/HRSA/ESAR-VHP)
· For purposes of the NIMS, a volunteer is any individual accepted to perform services by the lead agency, which has authority to accept volunteer services, when the individual performs services without promise, expectation, or receipt of compensation for services performed. See, e.g., 16 U.S.C. 742f© and 29 CFR 553.101. (NIMS) 

Volunteer: 

· Federalized volunteer: Volunteers who have been pre-approved by the federal government to provide assistance when activated and deployed.

· Solicited volunteer: Volunteers with skills that could address unique or short-supply needs of the disaster response, and are individually requested by the response system (by name or by technical ability) to assist in the effort. They may be affiliated or unaffiliated volunteers. 

· Unsolicited volunteer: Volunteers presenting to help at the disaster scene who were neither recruited nor affiliated with an organization. Also referred to as “nonsolicited volunteers.” 

Vulnerability: The likelihood of an organization being affected by a hazard, and its susceptibility to the impact and consequences (injury, death, and damage) of the hazard. (Adapted from the VHA Emergency Management Guidebook 2005) 

Warning: Dissemination of notification message signaling imminent hazard that may include advice on protective measures. See also “alert.” (Adapted from U.N. 1992, 5). For example, a warning is issued by the National Weather Service to let people know that a severe weather event is already occurring or is imminent, and usually provides direction on protective actions. A “warning” notification for individuals is equivalent to an “activation” notification for response systems.

